As more and more organizations encourage their employees to work from home to mitigate the spread of COVID-19, their cyberattack surfaces are increasing commensurately. Even if your organization has a strong cybersecurity posture, employees connecting from unpatched and/or compromised home computers dramatically increases the likelihood of credential theft, unauthorized access, data loss, and propagation of malware. Below are some high-level recommendations that will help to protect against these cyberthreats.

- Restrict Network Access
- Patch Management
- Update Operating Systems
- Install Anti-Malware
- Use a DNS Security Service
- Implement Multifactor Authentication (MFA)
- Register Remote Employees with a Mobile Device Management (MDM) Platform